**Parte 5.2 Cursos gratuitos sobre la tecnología Aircrack-NG**

**5.2.1 Curso gratuito 1 sobre Aircrack-NG**

Este es un cuso que proporciona la web dragonjar, que es una comunidad hacker de latinoamerica muy reconocida en el mundo de la seguridad informática ofrece un curso gratuito de introducción a pentesting, en el que un apartado de su formación es “Ataques actuales para redes inalámbricas” en el que utilizan la herramienta Aircrack-NG.

Enlace: <https://www.dragonjar.education/curso/como-se-realiza-un-pentest/>

**5.2.2 Curso gratuito 2 sobre Aircrack-NG**

En este curso están todos los tutoriales que los desarrolladores de la herramienta proveen a los usuarios. En este curso se enseña desde como instalar la herramienta a los distintos tipos de ataques que es capaz de levar a cabo Aircrack-NG. Ademas, estos tutoriales han sido traducidos a otros idiomas para ayudar a los usuarios con su comprensión.

Enlace: <https://www.aircrack-ng.org/doku.php?id=tutorial>

**5.2.3 Curso gratuito 3 sobre Aircrack-NG**

Este es un curso que imparte la web [www.pkred.com](http://www.pkred.com) en el que le dedica un apartado al uso de la herramienta Aircrack-NG. En este curso, se enseña a utilizar la herramienta de una forma más avanzada y totalmente práctica.

Enlace: <https://pkred.com/publicaciones/Curso%20de%20Hacking%20Part%204.2%20::%20Claves%20Wifi,%20Aircrack-ng./595264d611f5ae34acd74bc5>

**5.2.4 Curso gratuito 4 sobre Aircrack-NG**

Este es un curso gratuito sobre “Wireless penetration testing con Kali Linux” impartido totalmente en la plataforma Youtube por Marcos Mendoza, en el que enseña a utilizar diferentes herramientas de la distribución de software libre Kali Linux tiene para hacer test de penetración en redes Wi-Fi. Y una de esas herramientas es AirCrack-NG.

Enlace:

<https://www.youtube.com/playlist?list=PL-G03HRCQgdFKAaW718J14tKDM63mGirL>